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KIBEPCWU/IN 3BPOVHUX CUJT YKPAIHN: HAYKOBO-MPAKTUYHNI AHATI3
MPOEKTY 3AKOHY YKPAIHU «MPO KIBEPCUMN 3EPONHNX CUN YKPAIHU»
Y NOPIBHAHHI 3 MOAE/TAMU HATO

AHoTauis. CTarTa npucBsiieHa KOMMIEKCHOMY aHani3y NpoekTy 3akoHy YkpaiHu «[Ipo Kibepcunu 36poii-
HUX Cun YKpaiHu», kMM nepenbadaetbCca hoOpMyBaHHS OKPEMOrO BiiCbKOBOrO KOMMOHEHTa ANs1 BeAEHHS
onepawiii y KibepnpocTopi Ta eneKkTpoMarHiTHoOMy crnekTpi. MeTa AOoCNigAXeHHS — OLHMTU NpaBoBi 3acaau,
IHCTUTYLHWIA an3aliH | nepegbavyBaHi MOBHOBaXXeHHS Kibepcun, a Takox BN/vMB 3anpornoHOBaHNX HOPM Ha
npaea AanHK Ta BiANoBIAHICTb nigxogam HATO. MeToaonorisi noegHye HOpMaTUBHO-NPaBOBWUIA aHani3, iIHCTK-
TyujliHe nopiBHAHHA 3 mogensamn NATO Cyberspace Operations Centre (CyOC) npu SHAPE, NATO Integrated
Cyber Defence Centre (NICC), goktpuHoto AJP-3.20, a TakoX ornsg cnpoMoxHicHux pamok NCI Agency/
NCSC i HaBYasibHO-AOCiAHNLBKOrO KOHTYpYy CCDCOE. Pe3ynbratu cBigyath, WO 3aKOHONPOEKT Bignosigae
TEeHAEHUIT IHCTMTYUIOHaNi3aLji KibepobopoHN Ta CTBOPIOE NepeayMoBM AN onepaTUBHOI cyMicHOCTI 3 HATO,
30KpeMa 4Yepes LeHTpani3oBaHe KOMaHAyBaHHS, akUeHT Ha KibepCTpUMYBaHHI Ta MOX/IMBICTb KOHTPaKTHOro
3a/1y4yeHHs UMBiNbHMX dhaxiBuiB (kKibeppeseps). BogHouac igeHTUIKOBAHO pu3nKN Ay610BaHHA MaHAATIB i3
BXe icHytounmmn y 3CY BilicbkaMu 3B’s13Ky Ta Kibep6esnekun, HefoCTaTHIO AeTani3auio MKBIAOMYOT B3aeMogil
(Oepxcneuss’sisky/CERT-UA, CBY, HIMY, HKUK npn PHBO) Ta nporasivHu y npouecyasibHMX 3anobikHMKax
3axuUcTy npaB NoavHM (NPUBATHICTb | AaHi, NPONOPUiHICTb TEXHIYHNX 3aX04iB, CYA0BUIA i NapnamMeHTCbKui
KOHTPO/Ib). 3anponoHOBaHO BHECEHHS 3MiH A0 6a30BMX OGOPOHHUX aKTiB A1 YITKOro «pO3BEAEHHS» KOM-
neTeHuili; 3aTBepakeHHss SOP/nopsagkie 006MiHY gaHUMKW A CRiNbHUX onepauiii; imnnemeHTauito risk-based
NigxoAaiB i BHYTPILWHIX ayguTiB BiANOBIAHOCTI; IHCTUTYLIHE «npoLUMBaHHA» iHTepdieiicis i3 CyOC/NICC, npo-
rpamamm NCI Agency Ta yyacTio y BnpaBax Locked Shields. MNMpakTuyHa 3HauyLLiCcTb noasrae y oopmMyBaHHi
[OPOXHBOT KapTh A0 APYrOro YATaHHS, Lo NOEAHYE BUMOTM HaLbe3nekn 3 rapaHTiaMu npas NioguHU Ta nigsu-
LLIYE CTIliKICTb | KepoBaHiCTb Kibepob0opOHU, TOAj K HaykoBa HOBM3HA — Y CUHTE3I MPaBOBOro, iHCTUTYL|IAHOIO
1 CNPOMOXHICHOro BUMIpiB NOPIBHSA/IbHOTO aHasizy YkpaiHm Ta HATO.

Knrouosi cnosa: kibepobopoHa, Kibepcusnu, 3CY, HATO, CyOC, NICC, AJP-3.20, npasa /1l00uHU, Kibep-
peseps, NCI Agency, CCDCOE.

Rychka D. O. Cyberforces of the armed forces of Ukraine: scientific and practical analysis of the
draft law of Ukraine “On cyberforces of the armed forces of Ukraine” in comparison with NATO models

Abstract. The article offers a comprehensive analysis of the Draft Law of Ukraine “On the Cyber Forces of
the Armed Forces of Ukraine,” which envisages the establishment of a distinct military component tasked with
conducting operations in cyberspace and across the electromagnetic spectrum. The study aims to assess the
legal foundations, institutional design, and anticipated powers of the Cyber Forces, as well as the implications
of the proposed norms for human rights and their alignment with NATO approaches. Methodologically, it
combines doctrinal legal analysis with an institutional comparison against the NATO Cyberspace Operations
Centre (CyOC) at SHAPE, the NATO Integrated Cyber Defence Centre (NICC), the AJP-3.20 doctrine, and a
review of the capability frameworks of the NCI Agency/NCSC alongside the training-and-research ecosystem
of the CCDCOE.

The findings indicate that the draft law accords with the broader trend toward the institutionalisation of cyber
defence and creates preconditions for operational interoperability with NATO—inter alia through centralised
command, an emphasis on cyber deterrence, and the possibility of contracting civilian experts (a cyber
reserve). At the same time, the analysis identifies risks of mandate duplication with the Armed Forces’ existing
Signal and Cyber Security Troops, insufficient specification of inter-agency coordination (involving the State
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Service of Special Communications and Information Protection of Ukraine — SSSCIP/CERT-UA, the Security
Service of Ukraine — SBU, the National Police of Ukraine — NPU, and the National Cybersecurity Coordination
Center—NCCC at the NSDC), and gaps in procedural safeguards for human rights (privacy and data protection,
proportionality of technical measures, and judicial as well as parliamentary oversight).

The article proposes amendments to core defence statutes to delineate competences clearly; the
adoption of standard operating procedures (SOPs) and protocols for data-sharing and joint operations; the
implementation of risk-based approaches and internal compliance audits; and the institutional embedding
of interfaces with CyOC/NICC, NCI Agency programmes, and participation in “Locked Shields” exercises.
The practical significance lies in outlining a roadmap for the second reading that reconciles national-security
requirements with human-rights guarantees while enhancing the resilience and governance of cyber defence.
The scholarly contribution consists in synthesising legal, institutional, and capability dimensions within a
comparative Ukraine—NATO perspective.

Key words: cyber defence, Cyber Forces, Armed Forces of Ukraine (AFU), NATO, CyOC, NICC, AJP-3.20,
human rights, cyber reserve, NCI Agency, CCDCOE.

Betyn. 9 XoBTHA 2025 p. BepxoBHa Paga 3akoHonpoekTt Ne 12349 «[po Kibepcunu
YKpaiHyn yxBannna y nepuomMmy YntaHHi npoekt  36poiiHux Cun YKpaiHu» po3BuMBaE came Biil-
3akoHy YkpaiHum «[Mpo Kibepcunu 36poiiHMX  CbKOBY CKIafoBYy LET CUCTEMU Yepe3 CTBOPEHHS
Cwun Ykpainm». 3a ue pilleHHs1 NporonocyeBann  cneujianizoBaHoi CTPYKTypu — Kibepcun.

255 HapogHux genyTaTiB. BkaszaHuii OKYMEHT MapanenspHo BXe iCHYtouI B Cknadi 36poiHuX
OTpMMaB CTaTyC «MNpPUIAHATO 3a OCHOBY 3 [00-  CWA YKpaiHu Biicbka 3B’si3Ky Ta Kibepb6esneku,
npautoBaHHsaM». Lle BignoBigae cTpaTeriyHin ~ MaloTb 3akpin/eHi 3aBAaHHA i3 3a6e3neyeHHs
noTpe6i YkpaiHi y BefeHi 060poHM B Kibepnpoc-  3B’A3KY, (DYHKLiOHYBaHHS iH(hopmauiinHmux cuc-
TOpi Ta iHTerpadji i rapmoHi3auii 3i cTaHgaptTamn  Tem, cucteM 601M0BOro ynpas/iHHA Ta y4yacTi
HATO. B HaLliOHa/1bHI cncTeMi Kibep6e3nekun (BKTHUHO

BogHouac y UMHHIl CTPYKTYpi 36pOoiHNX cnn 3 KibepobopoHoto). Lie noTpebye TOYHOro «po3-
YKpaiHu BXe iCHye OKpeMuii pif BilicbK — Bilicbka ~ BefleHHS» MOBHOBaXKeHb i3 HoBMMK KibGepcu-
3B'A3Ky Ta Kibepbe3neku, L0 NOPOMKYE NMUTaHHS  NlaMu.

NMpo HeobXiAHICTb PO3MEXYBaHHA NMOBHOBaXXEHb 3. KopoTkuii 3MiCT  3aKOHOMPOEKTY
Ta Ay6ntoBaHHsS QyHKLi | HeobXigHICTb Kopury-  Ne 12349 «[Mpo Kibepcunn 36poitHnx Cun
BaHHs1 6a30BNX 3aKOHIB. YKpaiHn» BM3Ha4ya€e NpaBOBUIl cTaTyc i 3acau

1. MeToponoria Ta pKepenbHa 6asa. [locni-  AisnbHOCTI Kibepcun, KK opraHy BiliCbKOBOrO
[KEHHA cnupaeTbes Ha: (1) odhiliiHi MaTepiann  ynpaBAiHHA Yy ckiagi 36poiiHMx cun YKpaiHu,
BepxoBHOi Paan YkpaiHu (kapTka 3aKkOHONPO-  BiAMNoOBigasibHOrO 3a KibepobopoHy YKpaiHu,
EKTY, onepatMBHa iH(popmaLia 3acifaHHs, Npe-  3axXUCT CyBEPEHITeTY Ta TepuTopiasnbHOI Uific-
crnosigomneHHs), (2) ny6nikauii npoBigHNX HaLi-  HOCTI B KibepnpocTopi. Kibepcunu nignopsgko-
OHanbHUX 3MI npo nepebir ronocyBaHHs, (3)  BYyWOTbCS [0NOBHOKOMaHAyBady 30pOAHMX CUn
AOKTPUHASIbHI Ta IHCTUTYLiHI AokyMeHTU HATO  YkpaiHu, 3arasibHe MOoMiTUYHE CnpsiMyBaHHSA
(ogoiuinHi cTopiHKM 3 Kibepo6opoHn, CyOC npu  3aiicHioe Mpe3naeHT, Sk BepxoBHUin M010BHO-
SHAPE, piweHHsa woano NICC, goktpuHa AJP-  kKomaHgyBsau.

3.20), (4) umMHHe yKpalHCbKe Kibep3akoHoAaB- Mepen6ayeHo  MOX/IMBICTb  3a/1yYeHHA
CcTBO (3aKkoH YkpaiHu «[po OCHOBHi 3acagy  UMBIIBHOTO  KOMMOHEeHTa  (KibeppesepBicTiB)
3abe3neyeHHs Kibepbesnekn Ykpaiim). Ha [OrOBIpPHIA OCHOBI AN BUKOHAHHA 3aBAaHb

2. HopmaTuBHUI Ta iHCTUTYLiiHUIA KOH-  KiGepCcTpuMyBaHHA Ta onepauiii y kibeprpoc-
TEKCT B YKpaiHi. YKpaiHCbKa HalioHaNbHa cuc-  Topi.
Tema Kibepbesnekn Bu3HadeHa 3akoHom «[1po 4. MopiBHAHHA 3 mogenamu HATO. Apxi-
OCHOBHi 3acaau 3abe3neyeHHA Kibepbesnekn  TekTypa ynpasniHHA Ta mnaadHyBaHHa NATO
YkpaiHun», skuin dpikcye poni Adepxcneuss’sisky  Cyberspace Operations Centre (CyOC) npu
(BknouHO 3 CERT-UA), Cnyx6un 6e3nekn Ykpa- SHAPE (M. MoHc, benbrist) 3abe3neuye cutya-
THW, HauioHanbHOI noniyii YkpaiHu, MiHicTep-  UiiiHYy 06i3HaHICTb, NaHyBaHHS i KOOpAUHALLIO
cTBa 060pPOHM YKpaiHM Ta HauioHanbHOro Koop-  kibeponepauii y cuctemi 06’egHaHOro KoMaH-
AnHauiiHoro ueHTpy kKibepbesnekn npn PHBO. [AyBaHHSA, BKMKOYHO 3 iHTErpauielo CyBepeHHUX
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KibepedekTiB AepxaB-yneHis. Lle «By30/1», AKuiA
3BOAMTb LMOPOBUIA NPOCTIP A0 PiBHA CNiSIbHOTO
onepaTuBHOIO MJiaHyBaHHA MOPyY i3 Cyxofo-
N1oM, MOpPeM Ta NOBITPAM.

NATO Integrated Cyber Defence Centre
(NICC), noromkeHuii y nunHi 2024 p., po3milleHo
npun SHAPE, nNOKNUKaHWA NOCUNUTU 3axucT
BnacHux mepex HATO, ob6’'egHatv UMBISIbHUI
i BINCbKOBWIN NepcoHas Ta NiABULMUTA CTIRKICTb
3a paxyHoK Cy4acHUX TEXHO/OTIM.

AJP-3.20 Allied Joint Doctrine for Cyberspace
Operations — 6a3oBa goktpuHa HATO 3 nna-
HyBaHHSl, BMKOHAHHSA Ta OLUIHKA Kibeponepa-
Ui y cknagi cninbHUX onepawiii; niaTBepmkye
BMMOrY LWOAO AOTPUMaHHA  MDKHapOAHOro
npasa.

BucHoBOK p1s YkpaiHu. Mogenb Kibepcun
JouinbHo 6yayBaTn, fIK onepaTVBHO-KOMaH/A-
HUIA UEHTP Yy BIICbKOBIi BepTMKasli 3 YiTKUM
iHTepdhelicoMm A0 HauioHanbHUX Kibepcy6’'ekTiB
(OepxaBHa cnyba creuianibHOro 3B'A3KYy Ta
3axucTty iHdpopmauil YKpaiHn Ta (oyHKUIOHYO4Y
y il cknagi CERT-UA, Cnyx6a 6e3nekn YkpaiHu,
Towo), 3a aHanorieto i3 CyOC/NICC sk «By3/1iB»
iHTErpoBaHoro naaHyBaHHS.

5. Cunn, cnpomMoOXHOCTi Ta nigTpPUMKa.
NCI Agency / NATO Cyber Security Centre
(NCSC) 3abe3neuytoTb LiN0A060BUIA 3axXUCT
mepex HATO, po3BUTOK KiBepCcrnpoMOXHOCTEN,
000pOHHI Kibeponepauii Ta cepBiCHY NiATPUMKY
C4ISR — IHCTUTYUiiHWIA aHanor «TU/10BOro»
KOMMOHeHTa ANs CTilKOi Kibepo6opoHMU.

CCDCOE (m. TanniHH EcTOHis)) — 6araro-
HalioHanbHWIA  LUEHTPp nepeaoBoro  Aocsiay,
WO HaJae HaBYaHHA, OOC/ILKEHHA i BnNpaswu
(BkmouHO 3 «Locked Shields» — ue wWoOPpiYHI
HaBYaHHA 3 Kibep3axucTy, SKi opraHi3oByeTbCS
LleHTpom nepenoBoro Aoceifdy CnisibHOro Kibep-
3axucty HATO B TanniHHi 3 2010 poky. ®opmar
3a3Buyali Takuii, WO YepBOHaA KOMaHda iMiTye
BOPOXY araky, a CWHI KOMaHAu i3 KpaiH-yyac-
HUUb IMITYIOTb CBOK KOOpAMHALUilo Ta 3axucT
Bif, UbOro), po3BmMBac cnisibHi nigxoau Ta npa-
BOBI NO3WLiT. YKpaiHi K y4aCHUKY Ta napTHepy
OOUIbHO CUHXPOHI3yBaTW NiAroToBKY KaapiB
Kiéepcun i3 nporpamamu CCDCOE.

6. MoniTnko-npasosi pamku. HATO 32016 p.
BM3HAE KibeprnpocTip oKpeMMM NPOCTOPOM AN
onepawin; iCTOTHUA KibepHanag Moxe A0CArTU
rnopory BrnpoBaxeHHA cTarTi 5 MNMiBHIYHOAT/1aH-
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TUYHOrO ,0roBopy (BCTAHOB/IHOE NPUHLMMN KOSEK-
TMBHOI 060POHMN, 3rigHO 3 SKUM 36POIiHNIA Hanag,
Ha ogHy Aepxasy-dneHa HATO pos3rnagaeTtscs
SK Hanaf Ha ycix. Lle o3Havae, Wo y pasi Hanagy
BCi iHWIi 4neHn 3060B’A3aHi HagaTn 4ONOMOrY,
BK/1KOYHO i3 3aCTOCYBaHHAM 36pONHOT cunn, Ans
BiHOBNEHHSA 6e3Mekn B PerioHi. PiweHHa npo
KOHKPETHI 3axo4u MpUiMatoTbCa CNiJIbHO, Xo4ya
KOXHa KpaiHa caMOCTiiHO BU3Ha4a€ CBiil BHe-
COK).

Lle 3agae craHpapT CcTpuMyBaHHSA abo/Ta
BiANOBIAi, peneBaHTHWIA ANa nnaHyBaHHA Kibep-
cun.

7. AHaniTM4HUMWA po3ain: nepeBarn Ta
HeA0NMiKU CTOPOHM 3aKOHOMPOEKTY.

7.1. MepeBaramun € I[HCTUTYLiOHaNi3aLis
KibepobopOoHM Ta cyMicHICTb i3 HATO. Okpemuii
BIICbKOBWI OpraH Ans kibeponepauin i kibep-
CTPMMYyBaHHS € BKpaii HeobxigHa BignoBigb Ha
CyyacHy BiliHy i WNSX A0 onepaTuBHOI CyMic-
HocTi 3 CyOC/NICC. Mpsama nignopsakoBaHicTb
FonoBHOKOMaHAyBady 36pOiHUX cui YkpaiHu
NiABULLYE KEpPOBAHICTb i WBUAKICTb NPUAHATTA
pilLEHb NPU BUHWKHEHHI KPU30BUX CUTyaUili.
TakoX cnifg BM3HA4YMTM 3a NO3UTMBHE PILLEHHSA
TOW (pakT, WO N/aHYETbCA KOHTPaKTHe 3asly-
YeHHs1 BUCOKOKBaNidhikoBaHUX cnevjianicTiB, Wo
PO3LUMPIOE KaapoBy 6asy, 3HMXYE yac Ta mare-
pianbHi BUTPaTW, NOB’A3aHi i3 HABYAHHAM.

7.2 {K Heponikn, HeO6XiAHO BIAMITUTU Ti
hakTu, Wo yHKLii Bilicbk 3B’A3Ky Ta Kibepbes-
MeKn 4acTKOBO MepeTUHaTbCA i3 3aBAaHHAMM
Kibepcun i 6e3 3MiH A0 6a30BMX aKTiB i YiTKOro
PO3MeXyBaHHA NMOBHOBaXEHb, MOX/IMBI Ay 6/1t0-
BaHHA | BTpaTn KepoBaHOCTI. Kpim TOro, BuMxo-
04N 3 TEKCTY BKa3aHOro npoekTy BbavaeTbes
HefoCTaTHA AeTanisauis MiKBIAOMYOI Koopau-
Hauii. MoTpibHi hopmastizoBaHi MPOTOKONN B3a-
emopii 3 [epxaBHOKW Cyx600 cneujasibHOro
3B'A3Ky Ta 3axuUCTy iHhopmauii, crneunigposai-
nie Cnyxéu 6e3snekn YkpaiHu, HauioHanbHOI
noniuii YkpaiHu Ta HauioHanbHUM KoopanHaLiii-
HUM LIEHTPOM Kibepbe3nekn npun PHBO Ykpa-
THM (0B6MIH AaHuMu, CnisibHI onepadii, po3Mex-
YBaHHSA MOBHOBAaXKEHb).

BigkpuTi marepiasin nNeporo 4YMTaHHA He
PO3KpMBalOTb OIOMKET, YNCENbHICTb, eTarnHiCTb
PO3rOpPTaHHS, WO YCKIaAHIOE OLiHKY 3AiACHEH-
HocTi. (Llen BMCHOBOK 3po6neHuin Ha niacTasi
ny6niYHMX OrNALIB | KAPTKN 3aKOHOMPOEKTY.)
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7.3 Bnnue Ha npaBa nwoguHu. Onepaui
Kibepcui MoXyTb Yy NEBHUX BMNagKax CTocyBa-
TCA 00PO6KM NEPCOHA/TBHUX AaHMX abo TUMYa-
COBOI0 TEXHIYHOIO BN/IMBY HA MepeXi no3a cyTo
BIICbKOBUM KOHTYpPOM. [19 MiHiMi3aLii pu3nkis
HeOo6I'PYHTOBAHOIO BTPYYaHHs Cfig npsMo Bif-
cunartu go cep aii KpumiHanbHo-npouecyasib-
HOro 3aKOHOAAaBCTBa YKpaiHW Ta Crel3akoHiB
(onepaTnBHO-PO3LUYKOBI, KOHTPPO3BidyBasbHi
3axogn), BCTAHOBUTU CyAOBMWIA Ta napiameHT-
CbKMWI1 KOHTPO/Ib, BUMOTU A0 36epiraHHsA Ta 3HU-
LWEHHS AaHWX | BHYTPILLUHIA MOHITOPWHT, nepea-
6aunTy iHWI Aji, 4NA CMHXPOHI3aLii 3 3akoHOM
Ykpaium «Ipo OCHOBHi 3acaan 3abesnevyeHHs
Kibep6esnekn YkpaiHm».

3a yMOBW KOHTPAIM iIHhopMaLiAHO-TEXHIYHUM
onepauism Bopora BaX/IMBO YHUKaATU «HaAMip-
HOroO BMNJ/IMBY» Ha 3aKOHHY KOMYHIKaLito UMBiNb-
HWX 0Cib, pamkn maHgaty Kibepcun matotb 6yTu
4iTKO BigMEXO0BaHi Bif, AiS/IbHOCTI iHLIMX OpraHis
Ta [IEMOHCTpYBaTU NPONOpPLiHICTL (CTaHaAapTH
HATO/AJP-3.20 BumaralTb AOTPUMAHHA MiX-
HapOAHOro npasa).

7.3 Ao noBHOBaXeHb MaibyTHix Kibepcun
BXOAMUTMME MiAroToBKa M NpoBeAeHHSs BiliCbKO-
BUX KibeponepaLiiii, KibepCcTpuMyBaHHS, 3axXuUCT
BiliCbKOBUX iH(pOpMaLLiiHO-TENEKOMYHIKaLLIHNX
TEXHO/Ori Ta aBTOMAaTMU30BaHNX CUCTEM YrpaB-
NiHHA, onepauii y cnekTpi, opMyBaHHS i BUKO-
pUCTaHHs KibeppesepBy, B3aemMoAis 3 napTHe-
pamu Ta HATO.

FonoBHOKOMaHAyBay 36PONHMX cun Ykpa-
THK Ta Mpe3naeHT YkpaiHn 6yayTb 3aiiAcHoBaTH
6e3nocepeHe BilicbkoBe KepiBHULTBO Kibep-
cunamu; 3arasibHe MONITUYHE ChnpAMYBaHHA —
y BiANOBIAHOCTI A0 YNHHUX O6OPOHHUX HOPM.

IHWi cy6’ekTn Haucuctemn Kibepbesneku:
[epxaBHa cnyxba cneuianbHOro 3B'A3KYy Ta
3axucTy iHpopMaLii YkpaiHm Ta (pyHKLioHYouy
y Tl cknagi CERT-UA, Cnyxba 6e3nekn Ykpa-
THK, HauioHanbHa noniuia Ykpainu, HauioHasb-
HUI KOOpAMHAUiNHUIA UeHTP Kibepbesneku npu
PHBO YkpaiHu — 36epiratloTb B/iacHi NOBHOBa-
XeHHs. HeobxigHi MMCbMOBO 3aKpinaeHi Mexi
KOMnNeTeHUiin (onepatuBHi NPOTOKOAM, OOMIH
[aHVMKW, YiTKO BCTAHOBMEHI KOPUCAMKLIT) A/1A
YHUKHEHHS Ay6/oBaHb.
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KntoyoBumMuy pusmnkamu peanisauji, Ha Haw
nornsag Moxe cratm Kagposuii aediuunt, Akui
HEeOAMIHHO BMHUKHE Yy 3B’A3KY 3 KOHKYypEeHLI€E
3 npuBaTHUM CEKTOPOM, pecypcHi (diHaH-
COBi Ta anaparHi) 0OMeXeHHSI BOEHHOIO 4acy,
3aTPpUMKM 3 HOPMATUBHUM MNEPepo3rnosisioM
NMOBHOBaXEHb.

8. PekomeHpgauii oo A[pyroro 4YuTaHHS.
HeobxigHO BHeCTM 3MiHW [0 3akoHiB, LWO
BM3HaA4alTb POAM BIICbK Ta OpraHu BINCbKO-
BOro ynpas/iHHSA, 3akpinueLLM Micue Kibepcun,
a TakoX YiTKe pO3MeXyBaHHSA NMOBHOBAXEHb i3
Bilicbkamu 3B’s13Ky Ta kibepbesneku.

Cnig 3aTBepaMTM NOpsiAoK B3aemogii Kibep-
cun 36poiiHux cun  YkpaiHu i3 [epxaBHoi
CNyX6u cneuianbHOro 38’A3Ky Ta 3axmcTy iHthop-
mavu,ii, Cnyxoéun 6esnekn Ykpainu, HauioHasibHOI
noniyit (06MiH gaHnumu, cnifibHi onepaduii, peary-
BaHHS Ha iHUMAEHTN, IOPUCANKLIT).

HeobxigHO nepepb6aunTn cygoBuini abo nap-
NaMEHTCbKUA KOHTPO/Ib Yy pasi BUHUKHEHHS
NMATaHHSA, LWOAO AO4EepXaHHA npas JIIOANHN,
3arBepanty npasuna 06po6KKN, 306epexeHHs,
3HULLIEHHA [aHuX, BHYTPIWHI ayauTtu Bigno-
BigHOCTI (Y T.4. Ha KwTanT risk-based nigxoais
HATO/AJP-3.20).

Kpim Toro, 6inbw 4itko nepeg6ayntn one-
paTuBHY CyMicHiCTb 3 HATO: iHCTUTYUIAHO
nepepnodaunTtn B3aemogito i3 CyOC/NICC, npo-
rpamamu NCI Agency Ta HaBYasIbHUM KOHTY-
pom CCDCOE (ceptuduikayii, SOP, y4yacTb
y Locked Shields).

BucHoBKN. 3aKoHOMNPoeKT Ne 12349 € cBo-
€4acHVM KPOKOM 3 Orf1siay Ha xapakTtep cy4vac-
HOI BiliHM Ta cTaHgapTn HATO. Woro nepe-
Bara — y CTBOPEHHI YiTKOT BiliCbKOBOI BepTUKani
Onst KibepobopoHM | MOXMBOCTI 3any4vyeHHs
Kibeppe3epBy; HefoNiKU — NOTEHUiVHI Koni3il
3 yXe ICHYIUYMMM IHCTUTYTaMn Ta HefoCcTaTHA
jetanisauis npouegypHux 3anobixHuKIB. 3a
YMOBM [00MNpauloBaHHsa [0 APYroro YMTaHHSA
y Hanpsimi y3rogeHocTi MaHgaTiB, MiXBIgOM-
4yoi KoopauHauil i rapaHTii npas OANHN,
Kibepcuim mMoXyTb CTaTu LEHTpasibHUM ene-
MEHTOM YKpaiHCbKOT KibepobopoHU, CYMICHUM
i3 apxitektypoto CyOC/NICC Ta [OKTpUHOI
AJP-3.20.
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